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INTRODUCTORY SECTION WEB FILTER

INTRODUCTORY SECTION

Web Filter

M86 Security’s Web Filter tracks each user’s online activity,
and can be configured to block specific Web sites, service
ports, and pattern and file types, and lock out an end user
from Internet access, thereby protecting your organization
against lost productivity, network bandwidth issues, and
possible legal problems that can result from the misuse of
Internet resources.

The Web Filter provides an extensive library filtering cate-
gory database, user authentication, implementation of time
and quota filtering profiles, and tools for tailoring a user’s
filtering profile to comply with your organization’s Internet
usage policy, based on the end user’s Internet usage habits.

About this User Guide

The Web Filter User Guide primarily addresses the network
administrator designated to configure and manage the Web
Filter server on the network. This administrator is referred to
as the “global administrator” throughout this user guide. In
part, this user guide also addresses administrators who
manage user groups on the network. These administrators
are referred to as “group administrators” throughout this
user guide. Additional information is provided for adminis-
trators of M86’s Enterprise Reporter (ER) for reporting on
users’ Internet activity.

See the M86 Web Filter Authentication User Guide at
http://www.m86security.com/support/R3000/documen-
tation.asp for information on authentication.

This user guide is organized into the following sections:
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* Introductory Section - This section is comprised of an
overview on filtering, Web access logging, instant
messaging and peer-to-peer blocking, and synchronizing
multiple Web Filter units. This section also provides infor-
mation on how to use this user guide to help you
configure the Web Filter, and provides information on
how to contact M86 Security technical support.

* Global Administrator Section - This section includes
information for the global administrator—who has all
rights and permissions on the Web Filter—to create
group administrator accounts, and to configure the Web
Filter for filtering the entire network.

e Group Administrator Section - This section includes
information for administrators authorized by the global
administrator to manage profiles of designated groups
and their associated users on the Web Filter. Group
administrators also have rights to access certain library
category functions.

» Appendices - Appendix A includes formats and rules
used in the filtering profile file. Appendix B includes infor-
mation on creating a customized block page. Appendix C
provides tips on how to override pop-up windows with
pop-up blocker software installed. Appendix D explains
how to install, configure, and use the M86 Mobile Client.
Appendix E features a glossary of technical terminology
used in this user guide.

* Index - This section includes an index of subjects and
the first page numbers where they appear in this user
guide.
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How to Use this User Guide

Conventions

The following icons are used throughout this user guide:

NOTE: The “note” icon is followed by italicized text providing
additional information about the current subject.

TIP: The “tip” icon is followed by italicized text giving you hints on
how to execute a task more efficiently.

WARNING: The “warning” icon is followed by italicized text
cautioning you about making entries in the application, executing
certain processes or procedures, or the outcome of specified
actions.
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Terminology

The following terms are used throughout this user guide.
Sample images (not to scale) are included for each item.

alert box - a message box x|
that opens in response to

an entry you made in a
dialog box, window, or

screen. This box often

contains a button (usually labeled “OK”) for you to click in
order to confirm or execute a command.

button - an object in a dialog box, —
window, or screen that can be clicked [_EXEC"“E )

with your mouse to execute a command.

.
\l') Successfully saved Alert email(s).

Eheck_box - asmall square in a (_jlal_og ¥ Prafile
0x, window, or screen used for indi-

cating whether or not you wish to select an option. This
object allows you to toggle between two choices. By
clicking in this box, a check mark or an “X” is placed, indi-
cating that you selected the option. When this box is not
checked, the option is not selected.

dialog box - a box that x|
opens in response to a o~

8 - / Are yau sure yau want to apply the changes?
command made in a

window or screen, and ] v |

requires your input. You

must choose an option by clicking a button (such as
“Yes” or “No”, or “Next” or “Cancel”) to execute your
command. As dictated by this box, you also might need
to make one or more entries or selections prior to clicking
a button.

field - an area in a dialog boX,  gpgrpyame e a—
window, or screen that either

accommodates your data entry, or displays pertinent
information. A text box is a type of field.
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frame - a boxed-in area in a dialog

box, window, or screen that

includes a group of objects such as

fields, text boxes, list boxes,

buttons, radio buttons, check-
boxes, and/or tables. Objects within a frame belong to a
specific function or group. A frame often is labeled to indi-
cate its function or purpose.

¥ Basic

Page Content

[ Filter Info

[ Override Account

grid -anareain Date

Filename

Content

Comment

lib1 tar.gz

LIBRARY_OMLY

backup old library

Jul 23, 2003

Jul 22, 2003
a frame that

configd.targz

CONFIG_ONLY

backup old configurations

Jul 22,2003

config] targz

CONFIG_ONLY

Jul 22, 2003

displays rows

both tar.gz

testing
COMNFIG_AND_LIBRARY |backup library and configs

and columns of

data, as a result of various processes. This data can be
reorganized in the Administrator console, by changing

the order of the columns.

list box - an area in a dialog box,
window, or screen that accommo-
dates and/or displays entries of
items that can be added or removed.

All Groups

Cen Publishers E
DnsUpdateProxy
Dornain Adming

Dornain Computers
Dornain Controllers

Domain Guests
Domain Users

Enterptise Admins
Group Policy Creator Owners
MTS Trusted Impersonators =

navigation panel - the panel that
displays at the left of a screen. This
panel can contain links that can be

clicked to open windows or dialog boxes

at the right of the screen. One or more
tree lists also can display in this panel.
When an item in the tree list is clicked,
the tree list opens to reveal items that

can be selected.
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e pop-up box or pop-up e |
window - a box or window ) et Torar o v e s
that opens after you clicka g
button in a dialog box, S S ——

this address to test the SMTP Server seftings.

window, or screen. This box
or window may display infor- !
mation, or may require you
to make one or more entries.
Unlike a dialog box, you do not need to choose between
options.

* pull-down menu - afield in a [Defautt ~]
dialog box, window, or screen
that contains a down-arrow to the right. When you click
the arrow, a menu of items displays from which you make
a selection.

. _radio_button - as_mall, circular object g 5.~ or
in a dialog box, window, or screen
used for selecting an option. This object allows you to
toggle between two choices. By clicking a radio button, a
dot is placed in the circle, indicating that you selected the
option. When the circle is empty, the option is not
selected.

e screen -amain e ——
object of an appli-
cation that
displays across
your monitor. A
screen can
contain panels,
windows, frames,
fields, tables, text
boxes, list boxes, icons, buttons, and radio buttons.
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* sub-topic - asubset  E-caemery srous
of a main topic that T
displays as a menu
item for the topic. The :
menu of sub-topics ) Bandwidth
opens when a perti-
nent topic link in the left panel—the navigation panel—of
a screen is clicked. If a sub-topic is selected, the window
for that sub-topic displays in the right panel of the screen,
or a pop-up window or an alert box opens, as appro-
priate.

Library Details

» text box - an areain a dialog box, window, or screen that
accommodates your data entry. A text box is a type of
field. (See “field".)

* topic-a ey -
topic '
displays as
alink in the
left panel—
the naviga-
tion panel—
of a screen.
By clicking
the link for a
topic, the
window for that topic displays in the right panel of the
screen, or a menu of sub-topics opens.
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tree - a tree displays in the naviga-
tion panel of a screen, and is
comprised of a hierarchical list of
items. An entity associated with a
branch of the tree is preceded by a
plus (+) sign when the branch is
collapsed. By double-clicking the
item, a minus (-) sign replaces the
plus sign, and any entity within that
branch of the tree displays. An item
in the tree is selected by clicking it.

window - a window displays on  EE—"" x

a screen, and can contain
frames, fields, text boxes, list
boxes, buttons, checkboxes,

You &re now actiating the Custemer Feedback Module -
Auto Leaming feaure.

Thils festure enables the uplosding of summarized
Infgrmation 10 MOG Security to help Improve ;e quality of
thve content fitering Mbraries.

E--Cg‘tegory Groups
..

#-Businessinvestments

E-Category Groups
=8 cult Contert
“Child Pornography
-Explicit Art
“OhsceneTasteless
“Pornographyfadult Co

E-Bandwicth
--Businessﬂnvestments

and radio buttons. A window for
a topic or sub-topic displays in
the right panel of the screen.
Other types of windows include
pop-up windows, login
windows, or ones from the
system such as the Save As or

1 harvee rirad thee abo information and ageee fo
ackvate the Custornes Feedback Module.

Cancel

Choose file windows.
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Overview

The Web Filter’s Administrator console is used by the global
administrator—and group administrator, as required—to
configure the Web Filter server to perform the following
basic functions:

» filter URLs (Web addresses) on the Internet
* log traffic on the Internet
and, if applicable for your organization:

» block instant messaging, peer-to-peer services, and
patterns

» authenticate users via the existing authentication system
on the network

@ NOTE: See the M86 Web Filter Authentication User Guide at
http://www.m86security.com/support/R3000/documenta-
tion.asp for information on setting up and using authentication.

» synchronize multiple Web Filter units so that all servers
will be updated with the same user profile and library
configurations

To help you become familiar with the Web Filter and how it
functions on the network, Chapter 1 of this section of the
User Guide provides an overview on filtering. Chapter 2
gives insight into Web site access logging, and instant
messaging and peer-to-peer setup procedures. Chapter 3
features information on synchronizing multiple Web Filter
units. Chapter 4 includes details on getting started, with log
in and log out procedures, and tips on navigating the Admin-
istrator console.
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Environment Requirements

Workstation Requirements

Administrator

System requirements for the administrator include the
following:

* Windows XP, Vista, or 7 operating system running:

 Internet Explorer (IE) 8.0
* Firefox 6.0
» Google Chrome 13.0
» Safari 5.1
* Macintosh OS X Version 10.6 or 10.7 running:
» Safari 5.1
» Firefox 6.0
» JavaScript enabled
» Java Virtual Machine
» Java Plug-in
» Pop-up blocking software, if installed, must be disabled

» Session cookies from the Web Filter must be allowed in
order for the Administrator console to function properly

NOTE: Web Filter administrators must be set up with software
installation privileges in order to install Java used for accessing
the user interface.

10 M86 SecuriTy User GuIDE



INTRODUCTORY SECTION ENVIRONMENT REQUIREMENTS

End User

System requirements for the end user include the following:
* Windows XP, Vista, or 7 operating system running:

 Internet Explorer (IE) 8.0
 Firefox 6.0
» Google Chrome 13.0
» Safari 5.1
* Macintosh OS X Version 10.6 or 10.7 running:

» Safari 5.1
» Firefox 6.0
» JavaScript enabled

» Pop-up blocking software, if installed, must be disabled

Network Requirements

» High speed connection from the Web Filter server to the
client workstations

* HTTPS connection to M86’s software update server

» Internet connectivity for downloading Java virtual
machine, if not already installed
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Chapter 1: Filtering Operations

Operational Modes

Based on the setup of your network, the Web Filter can be
configured to use one of these operational modes for
filtering the network:

¢ invisible mode
e router mode

+ firewall mode

12 M86 SecuriTy User GuIDE
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Invisible Mode

If the Web Filter is set up in the invisible mode, the unit will
filter all connections on the Ethernet between client PCs and
the Internet, without stopping each IP packet on the same
Ethernet segment. The unit will only intercept a session if an
inappropriate request was submitted by a client. In this
scenario, the Web Filter returns a message to the client and
server to deny the request, and a block page displays to
deny the client access to the site or service.

Figure 1:1-1 depicts the invisible mode that removes the
Web Filter from any inclusion in the network connection
path.

Internet

£
i
i
i

ATCP reset is sent to the web server
1o kill the session (request)

‘Web Fiker monitors request as it
passes through the hublswitch

Web Filter

""" - Web Filter matches the
request against its database

Ifthe website requested
matches in the database,

a block page is sent to

the dlient and the session
with the web server is reset

Fig. 1:1-1 Pass-by filtering diagram
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When users (Client PCs) make Internet requests, the traffic
flows (1) through the network path without interruption. The
Web Filter captures the request as the user’s request (2)
leaves the network. The Web Filter then determines the
action (3) to either block or pass the request. If the Web
Filter determines to block the user’s request, a block
message (4) is sent to the user plus a terminate message
(4) is sent to the Internet server.

A Web Filter set up in the invisible mode can also work in the
router mode. Figure 1:1-2 illustrates an example of a
monitor mode setup, with the Web Filter connected to the
managed switching hub. In this setup, the Web Filter port is
configured with the port monitoring function enabled, so that
the Web Filter’s port mirrors the port connected to the
router.

The monitoring interface of the Web Filter
is then plugged into the port that is
configured as the monitor port

Router

5 Web Filter

sl Hub/Switch

This is the port that
the gateway device
plugs into

Internally within the switch, all traffic
going to the gateway is duplicated to
another port on the switch

Fig. 1:1-2 Invisible mode diagram, with port monitoring
In the invisible mode, the Web Filter performs as a standa-

lone server that can be connected to any network environ-
ment.
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Router Mode

If the Web Filter is set up in the router mode, the unit will act
as an Ethernet router, filtering IP packets as they pass from
one card to another. While all original packets from client
PCs are allowed to pass, if the Web Filter determines that a
request is inappropriate, a block page is returned to the
client to replace the actual requested Web page or service.

Since only outgoing packets need to be routed—and not
return packets—the Web Filter only appears in the outgoing
path of the network.

Figure 1:1-3 illustrates an example of the router mode
setup, in which the Web Filter is set up to act as the Internet
router.

Internet

Web Filter

[ R te Location

Remote Location
Fig. 1:1-3 Router mode diagram
As previously mentioned, a Web Filter set up in the router

mode can also work in the invisible mode. The router mode
setup also will work in the firewall mode.
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i WARNING: M86 recommends contacting one of our solutions
engineers if you need assistance with router mode setup proce-
dures.

Firewall Mode

The firewall mode is a modification of the router mode. With
the Web Filter set up in this mode, the unit will filter all
requests. If the request is appropriate, the original packet
will pass unchanged. If the request is inappropriate, the
original packet will be blocked from being routed through.

Using the firewall mode, while the outgoing request is
delayed slightly—to allow filtering to take place before the
packet leaves the gateway router of the network—return
traffic remains unaffected.

Caching Server

Good site request
is made. The Web
Filter receives

the request and
passes it to the
caching server.

Web Filter

Bad site request is made.
The Web Filter sends a
“block” page and the
request is never sent to
the caching server.

Client PCs

Fig. 1:1-4 Firewall mode diagram, with firewall and cache setup
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The firewall mode cannot be used with any other mode
(invisible or router).

Figure 1:1-4 illustrates an example of a firewall mode setup
in which requests are never sent to the caching server. In
this scenario the local caching proxy will not affect the Web
Filter—even if the server contains unfiltered, “bad” cached
pages—since no request can pass until it is filtered.

Figure 1:1-5 illustrates an example of a firewall mode setup
in which requests are always sent to the caching server. In
this scenario the Web Filter will be affected if the caching
proxy server contains unfiltered, “bad” cached pages. M86
recommends that cached content is cleared or expired after
installing the Web Filter.

& WARNING: Contact a solutions engineer at M86 Security for
setup procedures if you wish to use the firewall mode.

Web Filter =

The Web Filter will see the request
and respond with a block page, the
cache system will receive the page
and send it to the client

Site requests are sent
to a caching server, 1
then passed to the 1
‘Web Filter

Caching Server

site as a blocked page, it will return the block

! If the cache system has cached the requested
page to the client

If the Web Filter stops filtering, the
cache system will cache web pages
that should be blocked, and the
cache should be cleared before
filtering is re-enabled

Fig. 1:1-5 Firewall mode diagram, with filtering and cache setup
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Group Types

After the operational filtering mode is configured on the Web
Filter, the group type(s) that will be used on the Web Filter
must be set up so that filtering can take place.

In the Policy section of the Administrator console, group
types are structured in a tree format in the navigation panel.
The global administrator can access the Global Group and
IP groups in the tree. The group administrator can only
access the designated IP group to be maintained.

/\j NOTES: If authentication is enabled, the global administrator can
also access the LDAP branch of the tree.

If multiple Web Filter units are set up on the network and the
synchronization feature is used, a Web Filter that is set up to
receive profile changes will only display the Global Group type in
the tree list. (See Chapter 3: Synchronizing Multiple Units for
more information on synchronization.)

Global Group

The first group that must be set up is the global group,

represented in the tree structure by the global icon @ .
The filtering profile created for the global group represents
the default profile to be used by all groups that do not have
a filtering profile, and all users who do not belong to a group.
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IP Groups

The IP group type is represented in the tree by the IP icon

& . A master IP group is comprised of sub-group members
and/or individual IP members & .

The global administrator adds master IP groups, adds and
maintains override accounts at the global level, and estab-
lishes and maintains the minimum filtering level.

The group administrator of a master IP group adds sub-
group and individual IP members, override account, time
profiles and exception URLs, and maintains filtering profiles
of all members in the master IP group.

B

IP Groups

!

Master IP Group

X e

Sub Group Sub Group Individual IP
209.11.120.0/24 210.11.110.0/32 211.11.108.4

Fig. 1:1-6 IP diagram with a sample master IP group and its members
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Filtering Profile Types

A filtering profile is used by all users who are set up to be
filtered on the network. This profile consists of rules that
dictate whether a user has access to a specified Web site or
service on the Internet.

The following types of filtering profiles can be created,
based on the setup in the tree menu of the Policy section of
the console:

Global Group

» global filtering profile - the default filtering profile posi-
tioned at the base of the hierarchical tree structure, used
by end users who do not belong to a group.

IP group (master group)

* master group filtering profile - used by end users who
belong to the master group.

* master time profile - used by master group users at a
specified time.

IP group member

» sub-group filtering profile - used by a sub-group
member.

* individual filtering profile - used by an individual IP
group member.

» time profile - used by a sub-group/individual IP group
member at a specified time.

Other filtering profiles

» authentication profile - used by LDAP group members.
This type of profile includes the workstation profile.

NOTE: For information about authentication filtering profiles, see
the M86 Web Filter Authentication User Guide.
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» override account profile - set up in either the Global
Group section or the master IP group section of the
console.

» lock profile - set up under X Strikes Blocking in the Filter
Options section of the profile.

» Radius profile - used by end users on a Radius
accounting server if the Radius server is connected to
the Web Filter and the Radius authentication feature
enabled.

* TAR profile - used if a Threat Analysis Reporter (TAR)
server is connected to the Web Filter and an end user is
locked out by TAR when attempting to access blocked
content in a library category.
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Static Filtering Profiles

Static filtering profiles are based on fixed IP addresses and
include profiles for master IP groups and their members.

Master IP Group Filtering Profile

The master IP group filtering profile is created by the global
administrator and is maintained by the group administrator.
This filtering profile is used by members of the group—
including sub-group and individual IP group members—and
is customized to allow/deny users access to URLSs, or warn
users about accessing specified URLS, to redirect users to
another URL instead of having a block page display, and to
specify usage of appropriate filter options.

IP Sub-Group Filtering Profile

An IP sub-group filtering profile is created by the group
administrator. This filtering profile applies to end users in an
IP sub-group and is customized for sub-group members.

Individual IP Member Filtering Profile

An individual IP member filtering profile is created by the
group administrator.This filtering profile applies to a speci-
fied end user in a master IP group.
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Active Filtering Profiles

Active filtering profiles include the Global Group Profile,
Override Account profile, Time Profile, and Lock profile.

NOTE: For information about authentication filtering profiles, see
the M86 Web Filter Authentication User Guide.

Global Filtering Profile

The global filtering profile is created by the global adminis-
trator. This profile is used as the default filtering profile. The
global filtering profile consists of a customized profile that
contains a list of library categories to block, open, add to a
white list, or assign a warn setting, and service ports that are
configured to be blocked. A URL can be specified for use
instead of the standard block page when users attempt to
access material set up to be blocked. Various filter options
can be enabled.

Override Account Profile

If any user needs access to a specified URL that is set up to
be blocked, the global administrator or group administrator
can create an override account for that user. This account
grants the user access to areas set up to be blocked on the
Internet.

Time Profile

A time profile is a customized filtering profile set up to be
effective at a specified time period for designated users.

Lock Profile

This filtering profile blocks the end user from Internet access
for a set period of time, if the end user’s profile has the X
Strikes Blocking filter option enabled and he/she has
received the maximum number of strikes for inappropriate
Internet usage.
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Filtering Profile Components

Filtering profiles are comprised of the following compo-
nents:

library categories - used when creating a rule, minimum
filtering level, or filtering profile for the global group or any
entity

service ports - used when setting up filter segments on
the network, creating the global group (default) filtering
profile, or establishing the minimum filtering level

rules - specify which library categories should be
blocked, left open (a set number of minutes in which that
category remains open can be defined), assigned a warn
setting, or white listed

filter options - specify which features will be enabled: X
Strikes Blocking, Google/Bing/Yahoo!/Youtube/Ask/AOL
Safe Search Enforcement, Search Engine Keyword Filter
Control, URL Keyword Filter Control

minimum filtering level - takes precedence over
filtering profiles of entities who are using a filtering profile
other than the global (default) filtering profile

filter settings - used by service ports, filtering profiles,
rules, and the minimum filtering level to indicate whether
users should be granted or denied access to specified
Internet content
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Library Categories

A library category contains a list of Web site addresses and
keywords for search engines and URLs that have been set
up to be blocked or white listed. Library categories are used
when creating a rule, the minimum filtering level, or a
filtering profile.

M86 Supplied Categories

M86 furnishes a collection of library categories, grouped
under the heading “Category Groups” (excluding the
“Custom Categories” group). Updates to these categories
are provided by M86 on an ongoing basis, and administra-
tors also can add or delete individual URLs within a speci-
fied library category.

Custom Categories

Custom library categories can be added by either global or
group administrators. As with M86 supplied categories,
additions and deletions can be made within a custom cate-
gory. However, unlike M86 supplied categories, a custom
category can be deleted.

NOTE: M86 cannot provide updates to custom categories. Main-
taining the list of URLs and keywords is the responsibility of the
global or group administrator.
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Service Ports

Service ports are used when setting up filter segments on
the network (the range of IP addresses/netmasks to be
detected by the Web Filter), the global (default) filtering
profile, and the minimum filtering level.

When setting up the range of IP addresses/netmasks to be
detected, service ports can be set up to be open (ignored).
When creating the global filtering profile and the minimum
filtering level, service ports can be set up to be blocked or
filtered.

Examples of service ports that can be set up include File
Transfer Protocol (FTP), Hyper Text Transfer Protocol
(HTTP), Network News Transfer Protocol (NNTP), Secured
HTTP Transmission (HTTPS), and Secure Shell (SSH).

Rules

A rule is comprised of library categories to block, leave
open, assign a warn setting, or include in a white list.
Access to an open library category can be restricted to a set
number of minutes. Each rule that is created by the global
administrator is assigned a number. A rule is selected when
creating a filtering profile for an entity.

Minimum Filtering Level

The minimum filtering level consists of library categories set
up at the global level to be blocked or opened, and service
ports set up to be blocked or filtered. If the minimum filtering
level is created, it applies to all users in IP groups, and takes
precedence over filtering settings made for group and user
filtering profiles.

The minimum filtering level does not apply to any user who
does not belong to a group, and to groups that do not have
a filtering profile established.
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NOTE: If the minimum filtering level is not set up, global (default)
filtering settings will apply instead.

If an override account is established at the IP group level for
a member of a master IP group, filtering settings made for
that end user will override the minimum filtering level if the
global administrator sets the option to allow the minimum
filtering level to be bypassed. An override account estab-
lished at the global group level will automatically bypass the
minimum filtering level.

Filter Settings

Categories and service ports use the following settings to
specify how filtering will be executed:

* block - if a category or a service port is given a block
setting, users will be denied access to the URL set up as
“blocked”

» open - if a category or the filter segment detected on the
network is given an open (pass) setting, users will be
allowed access to the URL set up as “opened”

NOTE: Using the quota feature, access to an open category can
be restricted to a defined number of minutes.

» always allowed - if a category is given an always
allowed setting, the category is included in the user’s
white list and takes precedence over blocked categories

NOTE: A category that is allowed will override any blocked
settings except if the minimum filtering level is set to block that
category.

e warn - If a category is given a warn setting, a warning
page displays for the end user to warn him/her that
accessing the intended URL may be against established
policies and to proceed at his/her own risk
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filter - if a service port is given a filter setting, that port will
use filter settings created for library categories (block or
open settings) to determine whether users should be
denied or allowed access to that port

ignore - if the filter segment detected on the network has
a service port set up to be ignored, that service port will
be bypassed

Filtering Rules

Filtering Levels Applied

1.

The global (default) filtering profile applies to any user
who does not belong to a master IP group.

. If the minimum filtering level is defined, it applies to all

master IP groups and members assigned filtering
profiles. The minimum filtering level combines with the
user’s profile to guarantee that categories blocked in the
minimum filtering level are blocked in the user’s profile.

. For master IP group members:

a. A master IP group filtering profile takes precedence
over the global profile.

b. A master IP group time profile takes precedence over
the master IP group profile.

For IP sub-group members:

a. An IP sub-group filtering profile takes precedence over
the master IP group’s time profile.

b. An IP sub-group time profile takes precedence over
the IP sub-group profile.

For individual IP members:

a. An individual IP member filtering profile takes prece-
dence over the IP sub-group’s time profile.
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b. Anindividual IP member time profile takes precedence
over the individual IP member profile.

6. An authentication (LDAP) profile—this includes a work-
station profile—takes precedence over an individual IP
member’s time profile.

NOTE: A Radius profile is another type of authentication profile
and is weighted the same as LDAP authentication profiles in the
precedence hierarchy.

7. A Threat Analysis Reporter (TAR) profile is a type of
lockout profile. If using the M86 Threat Analysis Reporter
with a Web Filter server, the TAR low level lockout profile
takes precedence over an authentication profile or a time
profile profile, locking out the end user from library cate-
gories specified in the lockout profile in the TAR applica-
tion.

8. An override account profile takes precedence over a TAR
lockout profile. This account may override the minimum
filtering level—if the override account was set up in the
master IP group tree, and the global administrator allows
override accounts to bypass the minimum filtering level,
or if the override account was set up in the Global Group
tree.

NOTE: An override account set up in the master group section of
the console takes precedence over an override account set up in
the Global Group section of the console.

9. An X Strikes lockout profile takes precedence over all
filtering profiles. This profile is set up under Filter
Options, by enabling the X Strikes Blocking feature.
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Global (Default)
Filtering
Profile

MINIMUM FILTERING
LEVEL
LDAP Groups

Group
three

Group
ohe

Master IP
Group

Individual IP
Profile

Fig. 1:1-7 Sample filtering hierarchy diagram
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Chapter 2: Logging and Blocking

Web Access Logging

One of the primary functions of the Web Filter is to log the
activity of users on the Internet. Information captured in the
Web Filter log files are transferred to the Enterprise
Reporter (ER) where they are “normalized” and then
inserted into a MySQL database. The Reporter client
reporting application accesses that database to generate
queries and reports.

NOTE: See the Enterprise Reporter User Guide for information
on configuring the ER.

Instant Messaging, Peer-to-Peer Blocking

The Web Filter has options for blocking and/or logging the
use of Instant Messaging and Peer-to-Peer services, and
makes use of Intelligent Footprint Technology (IFT) for
greatly increasing management and control of these
popular—yet potentially harmful—applications. This section
explains how to set up and use IM and P2P.

How IM and P2P Blocking Works

IM Blocking

Instant Messaging (IM) involves direct connections between
workstations either locally or across the Internet. Using this
feature of the Web Filter, groups and/or individual client
machines can be set up to block the use of IM services
specified in the library category.

When the IM module is loaded on the server, the Web Filter
compares packets on the network with IM libraries stored on
the Web Filter. If a match is found, the Web Filter checks the
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user’s profile to see whether the user’s connection to the IM
service should be blocked, and then performs the appro-
priate action.

WARNING: The following items are known issues pertaining to
the IM module:

» IM can only block by destination IP address if network traffic is
being tunneled, sent through a Virtual Private Network (VPN),
or encrypted.

» IM will not be blocked if a client-side VPN is set up to proxy
traffic through a remote IP address outside the connection
protected by the Web Filter.

» Some versions of the AOL client create a network interface that
send a network connection through a UDP proxy server, which
prevents blocking IM.

P2P Blocking

32

Peer-to-Peer (P2P) involves communication between
computing devices—desktops, servers, and other smart
devices—that are linked directly to each other. Using this
feature of the Web Filter, groups and/or individual client
machines can be set up to block the use of P2P services
specified in the library category.

When the P2P module is loaded on the server, the Web
Filter compares packets on the network with the P2P library
stored on the Web Filter. If a match is found, the Web Filter
checks the user’s profile to see whether the user’s connec-
tion to the P2P service should be blocked, and then
performs the appropriate action.
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Setting up IM and P2P

IM and P2P are set up in the System and Library sections of
the Administrator console.

1. In the System section, activate Pattern Blocking in the
Filter window.

2. In the Library section, note the services set up to be
blocked, as defined at: http://www.m86security.com/
software/8e6/hlp/r3000help/files/
1system_im_block.html.

NOTE: Please contact an M86 technical support representative
or a solutions engineer if access is needed to one or more P2P
services blocked by M86's supplied library category for P2P.

3. In the Manual Update to M86 Supplied Categories
window (accessible via Library > Updates > Manual
Update), IM pattern files can be updated on demand.

Using IM and P2P

To solely log IM and/or P2P user activity, the Pattern
Blocking setting needs to be enabled in the Filter window.

To additionally block specified groups and/or users from
using components and features of IM and/or P2P, settings
need to be made in the Policy section of the Administrator
console.

If applying M86'’s supplied IM and/or P2P library category to
an entity’s profile, all IM and/or P2P services included in that
category will be blocked.

@ NOTE: If IM and/or P2P was set up to be blocked while a user’s

IM and/or P2P session was in progress, the user will not be
blocked from using that service until he/she logs off the server
and back on again.
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Block IM, P2P for All Users

Block IM for All Users

To block IM for all users on the network:

the Pattern Blocking option in the Filter window must be
activated

the global filtering profile must have both CHAT and
specified individual Instant Messaging library categories
(such as IMGEN, IMGCHAT, IMGTALK, ICQAIM,
IMMSN, IMMYSP, and/or IMYAHOO) set up to be
blocked

the minimum filtering level profile must have both CHAT
and specified individual Instant Messaging library cate-
gories set up to be blocked.

Block P2P for All Users

To block P2P for all users on the network:

34

the Pattern Blocking option in the Filter window must be
activated

the global filtering profile must have the PR2PR library
category set up to be blocked

the minimum filtering level profile must have the PR2PR
library category set up to be blocked.
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Block Specified Entities from Using IM, P2P

Block IM for a Specific Entity

To block IM for a specified group or user:

» the Pattern Blocking option in the Filter window must be
activated

» the CHAT and specified individual Instant Messaging
library categories must both be set up to be blocked for
that entity

» the global filtering profile should not have IM blocked,
unless blocking all IM traffic with the Range to Detect
feature is desired

» the minimum filtering level profile should not have IM
blocked, unless blocking all IM traffic with the Range to
Detect feature is desired.

Block P2P for a Specific Entity

To block P2P for a specified group or user:

» the Pattern Blocking option in the Filter window must be
activated

» the PR2PR library category must be set up to be blocked
for that entity

» the global filtering profile should not have P2P blocked,
unless blocking all P2P traffic with the Range to Detect
feature is desired

» the minimum filtering level profile should not have P2P
blocked, unless blocking all P2P traffic with the Range to
Detect feature is desired.
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Chapter 3: Synchronizing Multiple Units

Web Filter Synchronization

The Web Filter can function in one of three modes—"Stand
Alone” mode, “Source” mode, or “Target” mode—based on
the setup within your organization. In a multi-Web Filter
environment, all Web Filters should be set up with the same
user profile data, so that no matter which Web Filter a user’s
PC accesses on the network, that user’s Internet usage is
appropriately filtered and blocked. The act of configuring
multiple Web Filters to share the same user profile informa-
tion is known as synchronization.

The synchronization feature allows an administrator to
control multiple Web Filters without the need to configure
each one independently. Web Filter synchronization uses a
source/target configuration, in which one Web Filter is
designated as the source server on which all configuration
entries are made. All other Web Filters on the network are
configured as target servers to the source Web Filter unit,
receiving updates from the source server.
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FUNCTIONAL MODES

Stand Alone Mode

In the Stand Alone mode, the Web Filter functions as the
only Internet filter on the network. This mode is used if there
is only one Web Filter on the network. Synchronization does
not occur in this mode.

Source Mode

The Source mode is used in synchronization. In this mode
the Web Filter is configured to not only function as a content
filter, but also to act as a Centralized Management Console
for all other Web Filters on the network. Whenever a filtering
configuration change is made on the source Web Filter, that
change is sent to all target Web Filters that have been iden-
tified by the source unit via the Synchronization Setup
window of the Web Filter console. This means that all
filtering configuration should be made on the source Web
Filter. This also means that any user-level filter authentica-
tion should be performed on the source Web Filter so that
these filtering changes can be disseminated to all Web Filter
target units.

/\\? NOTE: If the failover detection synchronization feature is
enabled, if a target server fails, the source server can be set up to
detect the failed server and perform filtering for that server.

Target Mode

As in the Source mode, the Target mode is used in synchro-
nization. In this mode, filtering information from the source
server will be uploaded to the target server. The only
synchronization setup that needs to be made on the target
server is to ensure that network interfaces are configured for
network communication.
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Synchronization Setup

To set up synchronization on a Web Filter, a selection must
be made in Setup window from the System section of the
Web Filter console to specify whether the Web Filter will
function as a source server or as a target server. This selec-
tion affects the contents that display in the Setup window.

NOTE: This version of synchronization only supports the use of
unique IP addresses throughout a network.

Setting up a Source Server

When setting up an Web Filter to function as a source
server, an IP address must be entered for each target Web
Filter unit. This entry identifies the location of each target
unit on the network.

NOTE: If synchronizing from a standalone Web Filter to an M86
WEFR server, please consult the chart at http://
www.m86security.com/software/8e6/hlp/r3000/files/
1system_sync_versions.html for software version compatibility
between the two products.

WARNING: If an Web Filter is set up in the Source mode with a
Network Address Translation (NAT) device between the source
and target server(s), be sure that ports 26262, 26268, and 88 are
open on the source server. This setup is required so that the
source server can communicate with the target server(s).

Setting up a Target Server

When setting up a Web Filter to function as a target server,
the IP address of the source server must be entered to iden-
tify the source server on the network. This IP address is
used for security purposes, as the target server will only
acknowledge and apply changes it receives from the desig-
nated source server. Additionally, this IP address is used by
the target server to identify the source server from which it
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should receive its running filter configuration in the event of
a reboot.

& WARNING: If a Web Filter server is set up in the Target mode
with a NAT device between the target and source server, be sure
that ports 26262 and 26268 are open on the target server. This
setup is required so that the target server can communicate with
the source server.

Types of Synchronization Processes

Synchronization involves two types of processes: filtering
profile synchronization, and library synchronization.

Filtering Profile Synchronization Process

In the filtering profile synchronization process, if a filtering
change is made on the source server—whether the update
is a global, IP, LDAP, minimum filtering bypass activation, or
user profile update—the change is applied locally. Once
locally applied on the source server, this update is sent to all
target Web Filters. Each target server will then immediately
apply this filtering change. The result is that profile updates
occur on all Web Filter units in near real time.

In the event that a target server is unable to communicate
with the source server, the target server will continue to run
the last known configuration it received from the source
server. The only exception to this scenario is that active
profiles—such as LDAP or override accounts—will not run
on the target server, since active profiles are timed out after
a specified period of time. However, all IP based filters—
such as the minimum filtering level, and the global rule that
was last received from the source server—will be applied.
When the target server resumes communication with the
source server, it will actively download and apply the latest
running configuration from the source server.
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If the target server is rebooted for any reason (loss of power
etc.) upon bootup, the target server will actively download
and apply the current running configuration from the source
server. It will then also receive future changes made on the
source server.

Library Synchronization Process

In the library synchronization process, if a library change is
made on the source server, the change is applied locally.
Once locally applied on the source server, this update will
be placed in a queue for submission to target Web Filter
servers. The source server will then send the information in
the queue to all target servers. Each target server will
receive this information and apply the update.

On the source server, a separate queue exists for each
identified target server. A queue is used as a repository in
the event of a communication failure between the source
server and target server. Information remains in this queue
and is submitted to the target server once communications
are re-established. The use of queues ensures that if a
target server is taken offline for a period of time, when it is
brought back online, it will be updated with the latest
changes from the source server.
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Delays in Synchronization

When a filtering profile is applied to the source server, there
is a slight delay in the time it takes to apply the profile to the
target server. This delay is caused by the amount of time it
takes the source server to process the change, prepare the
update for submission, send the update, and finally to acti-
vate the update on the target server. In practice, this should
only be matter of seconds. In essence, filtering profiles are
shared in near real time with this factor being the only delay.

The delay in activating a library change can take a little
longer than in activating a filtering profile change. This is
due to the fact that the library on the Web Filter is loaded
into the physical memory. When a change is made to the
library, a new library must be loaded into memory with the
changes. So the delay between the library change taking
place is the net of the amount of time it takes the source
server to prepare the update for submission, and then the
amount of time it takes for the update to be sent, received,
and processed by the target server. Once processed, the
new library is loaded into memory and activated, while the
old version of the library is removed from memory. The total
time of this process will vary depending upon custom library
entries, but the entire procedure should take approximately
one minute.
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Synchronized, Non-Synchronized Items

It is important to note that while some items are synchro-
nized to the target Web Filters, they do not become perma-
nent configurations on the target Web Filter. These items
are in essence functionally synchronized, since they are
configurations that the target Web Filters will read from the
source Web Filter upon load. These items will then be
updated on an as needed basis from the source Web Filter.
For purpose of differentiation, these items will be referred to
as functionally synchronized for purposes of this user guide.
These functionally synchronized items will be available for
use on the target Web Filter.

The following options are available for synchronization:
Synchronize all items (both profile and library changes), and
synchronize only library items.

As you will see by the lists on the following pages, static
configuration options—such as library changes—uwill be
synchronized. All active options—such as profile changes—
will be functionally synchronized. One time configuration
options on the Web Filter—such as reporting configur