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Authenticator 2.0.30 Release Notes 

July 2013 
Trustwave is pleased to announce the release of Authenticator software version 2.0.30 (build  134), 
available for downloading to a Web Filter appliance or Web Filter virtual machine in an environment 
supporting Virtualization Technology. 

Updated Features 
The following modifications were made in this release: 
• Authenticator for Windows running in Service Mode no longer intermittently selects user profiles 
• Authenticator for Macintosh OSX now extracts correct information from the DSCL dump when 

multiple entries are found. 
• Authenticator for Macintosh OSX hibernation no longer affects profile handling when users log on/off 

workstations. 
• The Trustwave End User License Agreement is included in this release.  
• Authenticator for Windows 2.0.30.134 has been tested with Windows 8 clients. 

Resolved Issues 
• For a list of Resolved Known Issues, browse to http://www.trustwave.com/software/8e6/ts/auth-

rki.html. Click the Authenticator 2.0.30 accordion section to view the resolved known issues for this 
software release. 

FAQ 
Q: Does the port number on the Web Filter need to be changed when deploying the Authenticator? 
A: The port number for the Authenticator only needs to be changed on the Web Filter if a port number 
other than the default port 139 is used by the Authenticator to communicate with the Web Filter. 
 
Q: Does the service mode work in all supported environments? 
A: The service mode will work in most supported environments, but is not supported in Novell Client for 
Windows. 

Documentation 
Information about using the Authenticator can be found in Appendix A of the Trustwave Web Filter 
Authentication User Guide, available at https://www.trustwave.com/support/WF/. 
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Legal Notice 
Copyright © 2013 Trustwave Holdings, Inc. 

All rights reserved. This document is protected by copyright and any distribution, reproduction, copying, 
or decompilation is strictly prohibited without the prior written consent of Trustwave. No part of this 
document may be reproduced in any form or by any means without the prior written authorization of 
Trustwave. While every precaution has been taken in the preparation of this document, Trustwave 
assumes no responsibility for errors or omissions. This publication and features described herein are 
subject to change without notice. 

While the authors have used their best efforts in preparing this document, they make no representation 
or warranties with respect to the accuracy or completeness of the contents of this document and 
specifically disclaim any implied warranties of merchantability or fitness for a particular purpose. No 
warranty may be created or extended by sales representatives or written sales materials. The advice and 
strategies contained herein may not be suitable for your situation. You should consult with a professional 
where appropriate. Neither the author nor Trustwave shall be liable for any loss of profit or any 
commercial damages, including but not limited to direct, indirect, special, incidental, consequential, or 
other damages.  

The most current version of this document may be obtained from: 

www.trustwave.com/support/ 

 

Trademarks 

Trustwave and the Trustwave logo are trademarks of Trustwave. Such trademarks shall not be used, 
copied, or disseminated in any manner without the prior written permission of Trustwave. 

About Trustwave® 

Trustwave is a leading provider of compliance, Web, application, network and data security solutions 
delivered through the cloud, managed security services, software and appliances. For organizations faced 
with today's challenging data security and compliance environment, Trustwave provides a unique 
approach with comprehensive solutions that include its TrustKeeper® portal and other proprietary security 
solutions. Trustwave has helped hundreds of thousands of organizations — ranging from Fortune 500 
businesses and large financial institutions to small and medium-sized retailers — manage compliance and 
secure their network infrastructures, data communications and critical information assets. Trustwave is 
headquartered in Chicago with offices worldwide. For more information, visit https://www.trustwave.com.  
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